
PROPOSED SCOPE COUNTRIES IN SUPPORT

	■ Russia 
	■ Belarus 
	■ Burundi 
	■ China 
	■ Nicaragua

	■ Tajikistan 
	■ Burkina Faso
	■ Eritrea
	■ Venezuela

Cyber-dependent, 
cyber-enabled, national 
security and content 
crimes

Inclusion of national 
security issues: terrorism
and/or extremism, 
including incitement

	■ El Salvador 
	■ Kenya 
	■ Israel
	■ India 
	■ Indonesia 

	■ Iran 
	■ Panama
	■ Peru
	■ Sudan

Cyber-dependent
crimes only

	■ European Union (28 countries)
	■ France (independently)

Cyber-dependent 
crimes plus limited 
exceptions: child 
sexual exploitation 
online and/or 
computer-related 
fraud

	■ CARICOM 
(15 members and  
5 associate members)

	■ Many GRULAC: 
Argentina, Brazil, 
Colombia, Costa Rica, 
Chile, Guatemala, 
Mexico, Paraguay, 
Uruguay

Inclusion of specific cyber-enabled crimes: 
	■ UK (modern slavery and human trafficking)

Inclusion of crimes under international treaties:  
	■ Ecuador, Peru

Inclusion of content crimes on racism, xenophobia: 
	■ Jordan, Cameroon, Senegal, Oman

Cyber-dependent 
crimes, limited 
exceptions, plus 
additional cyber- 
enabled crimes
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FIGURE 1  Which cybercrimes should be part of a convention?
NOTE: This list is not exhaustive.

General support for inclusion of cyber-enabled crimes:
	■ Iraq, Iran, Egypt

	■ Most additional 
WEOG: United 
States, Australia, 
Canada, New 
Zealand, 
Switzerland, 
Norway

	■ Azerbaijan
	■ Georgia

	■ Ghana 
	■ Japan
	■ Malaysia 
	■ Nigeria 
	■ Philippines 
	■ South Africa 
	■ South Korea


