
SPEAKERS

RSVP: In-person attendance possible for UN ground pass holders or AHC attendees. Others 
may view online. Please register here. 

No one actor has a total view of the cybercrime eco-system but through partnership governments, 
civil society and the private sector can work together to build a clearer picture of the threat, 
respond more quickly to those threats, and prevent harm to our citizens. 

As the primary creators and innovators of the technology and platforms which are central to 
people’s lives, the private sector has an important role to play in preventing, detecting and tackling 
cybercrime. NGOs play their own role in detection and prevention, as well as victim services, and 
governments lead the way in regulatory, judicial and law enforcement responses. 

This event will explore the role of public-private partnerships, generate a discussion among 
delegates to the AHC, and offer recommendations for how this treaty process can reinforce 
positive engagements between these three pillars of society. 

OPENING REMARKS

Rosa Steeds, Head of Cyber Legislation & Resilience, Cyber Policy Unit Home Office, United 
Kingdom

PANEL

Fernanda Teixeira Souza Domingos, Coordinator, Advisory Group on Cybercrime of the Criminal 
Chamber, Brazilian Federal Prosecution Service

Michael Daniel, President and CEO, Cyber Threat Alliance, Co-Chair Ransomware Taskforce

Susie Hargreaves OBE, CEO, Internet Watch Foundation 

Jenn Zhou XiaoJian, Cyber Strategy & Capabilities Support Officer, INTERPOL

Stewart Garrick, Special Projects Manager, Shadowserver Foundation

Chair: Summer Walker, Head of Multilateral Affairs – NY, GI-TOC

AHC to Elaborate a Comprehensive International Convention on 
Countering the Use of ICTs for Criminal Purposes

SIDE EVENT

PREVENTING CYBERCRIME:
THE ROLE OF PUBLIC-PRIVATE PARTNERSHIPS

Tuesday 6 September 2022  
1.15-2.30 EST

Conference room 6, United Nations, New York 
A light lunch will be served at 1:00 outside the room

https://gp6amz239q7.typeform.com/to/M1BiEpYq

